General Questions and Answers
Question Cards Submitted by Audience Members at 

Customs Trade Symposium 2002

Q: Why is all this directed to containers and leaving break bulk, general cargo 

and dry bulk and liquid bulk out of the input.  Need small council for input as per containers.
A:
Answer: Although, Customs and Border Protection (CBP) does not require that bulk and break-bulk carriers comply with the time frame of the 24-hour rule, CBP will require these carriers to automate and provide cargo information in advance for targeting purposes.  Approximately 90% of world cargo moves by container; 200 million cargo containers are transported between the world's seaports each year, constituting the most critical component of global trade.   Nearly half of all incoming trade to the United States (by value) arrives by ship, and most of that is in sea containers.   Annually, nearly 6 million cargo containers are off-loaded at U.S. seaports.  Due to the volume of containers being shipped, the impact of terrorists using sea containers to conceal weapons of mass destruction would have an immediate and devastating impact on global trade and the global economy.

 
To address the threat terrorists pose to containerized shipping, Customs and Border Protection (CBP) developed the Container Security Initiative (CSI).   Under CSI, CBP is working with other governments to identify high-risk cargo containers and pre-screen those containers at the foreign ports before they are shipped to the U.S.  In addition to protecting global trade, CSI should facilitate the flow of that trade. When a container has been pre-screened and sealed under CSI, U.S. Customs will not, absent additional information affecting its risk analysis, need to inspect it for security purposes when it reaches the U.S.   Moreover, this system could reduce the processing time for certain shipments because the screening at a CSI port will in most cases take place during "down time."
Q:
Can/will the 24-hour advance manifest rule be expanded to cover the FDA Bioterrorism Act Prior Notice for container shipments via ocean vessels?

A:
The main problem with utilizing advanced manifest reporting of the 24-Hour Rule for FDA Bio-Terrorism reporting is the difference in the data element requirements between entries and manifests.  The manifest data elements are not sufficiently detailed to provide FDA with the information it needs to make its determinations of risk. There are other considerations as well as to the time periods when entries are processed by CBP as compared to manifests, but the lack of detail required by FDA is the largest issue.
Q:
We are currently exploiting use of QP/WP ABI inbond processing, but receiving resistance from CBP in various ports.  Is there / can we establish written rules and regulations regarding QP/WP to standardize process and educate all ports on process.  What steps can be taken to educate CBP ports on their QP/WP application?

A:
CBP intends to incorporate use of the QP/WP transaction with its future rollout of Advanced Electronic Reporting Requirements under the Trade Act of 2002.  For that purpose, CBP will ensure that its employees understand the part played by the ABI transactions for in-bonds and will provide them with the on-line screens they need to use the information and targeting results during their processing.
Q:
When will CAMIR changes be published for Air AMS to address the Trade Act?

A: Changes to Air AMS to support implementation of the Trade Act regulations will be 

described in communications to the members of the Air AMS trade community at least 90 days prior to implementation of the changes.  Revisions to the CAMIR are published on a periodic basis, usually quarterly.  Because of the CAMIR publishing cycle time, it is not practical to use the CAMIR as the vehicle for providing the trade community with advance notification of AMS changes.  The Air AMS changes for the Trade Act will be reflected in one of these CAMIR revisions as soon as possible after the details of the changes are known.
Q:
What does DHS do for aligning U.S. legislation with legislation from other countries / EU?

A:
In the trade arena, DHS participates and assists in the USTR-led Trade Policy 

Review Group and its Staff Committee (TPRG/TPSC) to ensure consistency of US trade legislation with that of the EU and all other participants in the World Trade Organization.  Under 19 USC 2171, USTR has primary responsibility for the coordination and development of international trade policy.

Q:
A wood skid – not marked SWPM – reaches a U.S. port from China . . .  Can it 


be rubbished here or does it have to be returned to the original shipper?

A:
In the full implementation's phase of ISPM 15, any unmanufactured wood packing materials without the proper marking will be reexported or destroyed at the port.

Q:
Admin message specifies that file code and entry number are “conditional”.  

Under what condition is this required?  Must a foreign entity filing prior notice coordinate or reserve an entry with a broker or will “wp” allow a non-entry prior notice filing?

A:
The filer code and its associated entry number are conditional only for the WP 

(non-entry) application.  It is conditional on the existence of the entry.  The capability to file an entry in what is essentially a non-entry transaction was included in the WP application so that it would not preclude the submission of an entry if the filer chose to use it.  It is the filer's choice.

A foreign entity filing prior notice would make their own agreements with the broker.  WP allows for filing prior notice with an in-bond transaction, a bill of lading, a foreign trade zone (FTZ) admission, or an entry.

Q: Why are IE’s treated differently than T & E’s?

A:
The FDA has determined that food immediately exported from the port of 

arrival did not pose a significant bioterrorism threat since they cannot leave the port of arrival. T & E's can travel through the U.S. and be legally converted to a consumption entry while enroute, leaving a potential loophole. That loophole could be exploited by unscrupulous importers who wish to evade the requirements of the BTA.   

Q:
What will qualify as a “secure facility” if food shipment is routed there by FDA 


at border, and at who’s discretion?

A:
The FDA has listed three criteria for a secure facility:  the facility must be 

registered with FDA, covered by a CBP bond, and the importer/consignee of the shipment cannot also own the facility holding the merchandise.  Both CBP & the FDA have the discretion to send a shipment to a secure facility if deemed appropriate.
Q:
Who will be responsible for and own the Smart Box device, the ocean carrier or importer?

A:
Participating C-TPAT importers are responsible for the Container Security Devices 


(CSDs) which are being used for Phase 1 of the smart box initiative. However, the 

devices have been procured by CBP and provided to the participating importers for use during Phase 1.
Q:
How much does the “Smart Container” sensor cost and how do we join the 


pilot program?

A:
CBP has obtained the CSDs and provided them to the importers participating in 

Phase 1.  With regards to future expansion, cost at this time is not being discussed because of the potential for change. CBP has, however, taken cost into account when researching security alternatives and feels that the device being utilized provides an economically viable alternative to container security.

Q:
What is the initial cost of the Smart Box/Container?

A:
Cost at this time is not being discussed because of the potential for change. CBP has, however, taken cost into account when researching security alternatives and feels that the device being utilized provides an economically viable alternative to container security.
Q:
Where will the results of the Smart Box/Container test (400 containers in January and February 2004) be published?

A:
Results of Phase 1 will be shared among C-TPAT participants and through internal CBP channels. A public forum in which to provide test results is currently being discussed.
Q:
What the expectations for small package / air shipments?  Are there initiatives / options similar to the “Smart Box”?

A:
At this time there are no plans to expand the current smart box initiative to the air environment.
Q:
On the average, how many months behind is CBP when certifying C-TPAT parties?

A:
C-TPAT applications and security profiles are being reviewed in the order in which they are received.  Our formal responses to applicants, positive or negative, are well within the 60-day time frame.
Q:
There are some importers who are now realizing low inspection of their shipments due to their long history with CBP of importing the same commodity year after year.  They also do no inbound / outbound moves within the NAFTA region.  What then is the advantage of participating in C-TPAT?  Will we begin to see an increase in inspections although our freight continues to be the same?

A:
Overall, CBP inspections have increased since 9/11.  Active participation in C-TPAT not only affords companies the benefit of reduced CBP exams, it helps demonstrate a company's partnership and commitment to national security and supply chain security / efficiency efforts.  We all will reap the benefits of these shared efforts. As we enhance supply chain security and take a positive pro-active approach to global trade, we will build a sounder, safer and more secure trade environment at all of our borders in the United States and throughout the world.
Q:
To me, the best way for terrorists to introduce materials into containers would be in one shipped through a low risk importer via fast lane.  It takes a small internal conspiracy to do so.  I fear that C-TPAT is giving terrorists a blueprint to beat CBP.  Comment?

A:
CBP's many years of operational experience in drug interdiction has afforded us the opportunity to develop, cultivate and implement many successful anti-smuggling programs both mandatory and voluntary.  It is our experience, that smugglers of all types seek the path of least resistance and take enormous steps to avoid "hard targets" in the international supply chain - instead, they concentrate their efforts on companies with minimal security to avoid detection.  C-TPAT assists dedicated companies in increasing their security practices and procedures and therefore becoming a "harder" target.
